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Clarius Mobile Health is committed to privacy and information security and has implemented 
measures to comply with the European Union General Data Protection Regulation 2016/679 

Clarius' ongoing initiatives to comply with GDPR include: 

• Identification of personal data within Clarius' control - For identified data, taking the 
appropriate steps to provide the rights below. 

• Portability and transferability of data - Computer systems are prepared to provide data 
in a commonly used and machine-readable format. 

• Breach notification - If Clarius becomes aware of a breach that may affect personal data, 
having policies and procedures in place that allow for notification of interested parties 
within the prescribed period. 

• Explicit consent - Reviewing Clarius forms that receive personal information (online and 
otherwise) to ensure that explicit consent is provided when personal data is collected. 

• Right to access - Preparing computer systems so that, upon request, persons can have 
access to their information stored on systems managed by Clarius. 

• Right to be forgotten - Preparing computer systems so that, upon request, data about 
an individual can be deleted from systems managed by Clarius. 

This statement provides an overview of Clarius' activities to comply with GDPR requirements.  
For more information, please contact your local sales representative or email us at 
hello@clarius.com.   
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